For submission

Pledge of Compliance
of the Information Security Policy of Nagoya University

To the Director of Information and Communications Headquarters

1

2.

. As a member of the academic community of Nagoya University, | will carefully read the following two
documents and hereby pledge to comply with the rules, regulations and guidelines specified therein.
a. The Information Security Policy of Nagoya University (*1)
b. The Network Usage Guidelines (User Information) of Nagoya University (*2)
| promise to take the “e-Learning Training Course on Information Security” (*3) within one month after
enrollment.
Examinee's number
Date:
School / Graduate School:
Department:
Name:
Signature:
Notice:

® Users who violate the Information Security Policy of Nagoya University and/or the Network Usage
Guidelines (User Information) of Nagoya University may be subject to disciplinary action according to the
Nagoya University General Rules, the Nagoya University Student Discipline Rules, etc.

® Downloading illegally distributed music and/or movie files is an infringement of copyright law. Those who
download files illegally will be liable for compensation damages. Nagoya University will prohibit any illegal
downloading of files through its computers and/or network.

®  Nagoya University prohibits the use of file sharing software such as Winny, WinMX, Share, Gnutella (Cabos,
LimeWire, Shareaza, etc.) and Xunlei.
* If the use of said software is required for education or research purposes, prior approval by the Information
and Communications Headquarters is mandatory.

® If users fail to take the “e-Learning Training Course on Information Security” within one month after
enrollment or if they do not successfully complete the course, their access to the Nagoya University Portal,
Nagoya University Mail, the Information Media System, and the Wireless LAN (NUWNET) will be
suspended. Their access will resume upon successful completion of the course.

® Please submit your pledge after signing either the English version or the Japanese version (reverse side) of
the pledge.

(*1) Refer to the following URL for the Information Security Policy of Nagoya University.
http://www.icts.nagoya-u.ac.jp/security/policy/guideline/policy_e.html

(*2) Refer to the following URL for the Network Usage Guidelines (User Information) of Nagoya University.
http://www.icts.nagoya-u.ac.jp/security/policy/guideline/user-guide_e.html

(*3) Refer to the following URL for the “e-Learning Training Course on Information Security.”
http://www.icts.nagoya-u.ac.jp/security/training/ispa_manual_en.pdf
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Xunlei GEViE) file sharing program

The use of file sharing programs such as Xunlei GRE) is prohibited at Nagoya University. Many
personal computers purchased in China have Xunlei preinstalled on them. If you want to use a
personal computer from China at Nagoya University, you should check in advance that Xunlei is not
installed. If the program is installed, uninstall the program before using the computer at the

university.

How to check whether Xunlei is installed

If any of the following apply, Xunlei is installed on the computer.

® There is a Thunder folder under All Programs in the Start Menu.

® Thunder is included in the Add or Remove Programs in the control panel.

® The following folder exists: C:¥Program Files¥Thunder Network¥Thunder.

Notes regarding uninstalling Xunlei
® Some files cannot be deleted if you are connected to a network. Therefore, disconnect from all

networks before uninstalling the program.

* Please direct any inquiries regarding uninstalling the program to the IT Help Desk.
TEL: 052-747-6389 (direct line)
E-mail it-helpdesk@icts.nagoya-u.ac.jp





